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1
Decision/action requested

This contribution proposes a proposal for the key issue of TR 33.807.
2
References

 [1]   3GPP TR 23.716: " Study on the Wireless and Wireline Convergence for the 5G system architecture".
3
Rationale





UP security is potential problem in 5WWC because of different scenarios. This KI aims to open the discussion, try to capture the potential requirements.
4
Detailed proposal

*************** Start of Change ****************
5.X
Key Issue #X: Requirement of UP security
5.X.1
Key issue details

The UP security temeration point could be different in different scenarios listed in 23.716[xx]. The question is whether an unfied UP security negotiation scheme could be achieved by the end of this study. The UP potential termation point could be at 5GC capabile UE, the 5G RG, the W-5GCAN. 
5.X.2
Security threats

UP security is another vital field. Without security, the UP packet could be seen and modified easily. Nothing can be trusted if the UP security is invalid.
5.X.3
Potential Security requirements

The UP security mechanism defined in 33.501[xx] should be aligned.
The UP security negotiation in different 5WWC scenarios should be based on the same scheme 
 An unfied UP security negotiation scheme should be achieved.
*************** End of Change ****************
